**Bài 4.1 Sơ đồ chữ ký số RSA**

**1. Định nghĩa sơ đồ chữ ký.**

**Định nghĩa 4.1.** Một *sơ đồ chữ ký* *S*  là một bộ năm

*S*  **=** (, , , , ),

trong đó:  là một tập hữu hạn các thông báo có thể có,

là một tập hữu hạn các chữ ký có thể có,

là một tập hữu hạn các khoá, mỗi khoá *K* ∈ gồm có hai phần *K* =(*K’*,*K''*), *K'* là khoá bí mật dành cho việc ký, còn *K''* là khoá công khai dành cho việc kiểm thử chữ ký.

Với mỗi *K* =(*K’*,*K''*), trong có một *thuật toán ký*
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và trong có một *thuật toán kiểm thử*
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thoả mãn điều kiện sau đây đối với mọi thông báo *x*∈ và mọi chữ ký *y*∈ : ![](data:image/x-wmf;base64,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)(*x*, *y*) = đúng ⇔ *y* =![](data:image/x-wmf;base64,183GmgAAAAAAAEADQAIACQAAAAARXwEACQAAA4sBAAACAH8AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAkADEwAAACYGDwAcAP////8AAE4AEAAAAMD///+m////AAMAAOYBAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAuMB2gIcAAAA+wIg/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4At8XHd8DFx3cgwMp3AAAwAAQAAAAtAQAACQAAADIKAAAAAAEAAAAnecABBQAAABQC4wEZAhwAAAD7AiD/AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgC3xcd3wMXHdyDAyncAADAABAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAAS3nAAQUAAAAUAoABQAAcAAAA+wKA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4At8XHd8DFx3cgwMp3AAAwAAQAAAAtAQAABAAAAPABAQAMAAAAMgoAAAAAAwAAAHNpZ8WWAGwAAAN/AAAAJgYPAPQATWF0aFR5cGVVVegABQEABQJEU01UNQABE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghLyfyXyGPIS9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA8h8gpfIKJfSPIfQQD0EA9A9I9Bf0j0EA8hpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg3MAAgCDaQACAINnAAMAGwAACwEAAgCDSwACAIInAAABAQAAAAsAAAAmBg8ADAD/////AQAAAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AAAAACgAhAIoBAAAAAAEAAABU5hIAucHHdwQAAAAtAQEABAAAAPABAAADAAAAAAA=)(*x* ).

Với sơ đồ trên, mỗi chủ thể sở hữu một bộ khoá *K* =(*K’*,*K''*), công bố công khai khoá *K''* để mọi người có thể kiểm thử chữ ký của mình, và giữ bí mật khoá *K’* để thực hiện chữ ký trên các thông báo mà mình muốn gửi đi. Các hàm và (khi biết *K’* ) phải tính được một cách dễ dàng (trong thời gian đa thức), tuy nhiên hàm *y* = (*x* ) là khó tính được nếu không biết *K’* - điều đó bảo đảm bí mật cho việc ký, cũng tức là bảo đảm chống giả mạo chữ ký.

Bài toán xác nhận với chữ ký điện tử, theo một nghĩa nào đó, có thể xem là ô đối ngẫu với bài toán bảo mật bằng mật mã, như được minh hoạ bởi thí dụ sơ đồ chữ ký RSA, đối ngẫu với sơ đồ mật mã RSA, dưới đây :
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**2. Sơ đồ chữ ký RSA.**

Sơ đồ chữ ký RSA được cho bởi bộ năm

*S*  **=** (, , , , ),

trong đó = =*Zn* , với *n* =*p.q* là tích của hai số nguyên tố lớn *p*,*q*, là tập các cặp khoá *K* =(*K’*,*K''*), với *K’* = *a* và *K''* = (*n, b*), *a* và *b* là hai số thuộc thoả mãn *a.b* ≡ 1(mod*φ*(*n*)). Các hàm và được xác định như sau:

(*x*) = (h(*x)) a* mod *n* =y,

(*x*,*y* ) = đúng ⇔ h(*x)* ≡ *yb* (mod*n* ).

Dễ chứng minh được rằng sơ đồ được định nghĩa như vậy là hợp thức, tức là với mọi *x*∈ và mọi chữ ký *y*∈: ![](data:image/x-wmf;base64,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)(*x*, *y*) = đúng ⇔ *y* =![](data:image/x-wmf;base64,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)(*x* ).

Chú ý rằng tuy hai vấn đề xác nhận và bảo mật theo sơ đồ RSA là có bề ngoài giống nhau, nhưng nội dung của chúng là hoàn toàn khác nhau:

Khi A gửi thông báo *x* cho B, để B có căn cứ xác nhận đó đúng thực là thông báo do A gửi, A phải gửi kèm theo chữ ký ![](data:image/x-wmf;base64,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)(*x*), tức là A gửi cho B (*x*, ![](data:image/x-wmf;base64,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)(*x*)), trong các thông tin gửi đi đó, ***thông báo x và chữ ký được mã hóa bằng khóa công khai của người nhận, còn chữ ký được tạo bởi khóa bí mật của người gửi.***

Cũng tương tự như vậy, nếu dùng sơ đồ mật mã RSA, khi một chủ thể A nhận được một bản mật mã (*x*) từ B thì A chỉ biết rằng thông báo *x* được bảo mật, chứ không có gì để xác nhận *x* là của B.

Nếu ta muốn hệ truyền tin của ta vừa có tính bảo mật vừa có tính xác thực, thì ta phải sử dụng đồng thời cả hai hệ mật mã hóa và xác nhận (bằng chữ ký).
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Nhận được văn bản mật mã đó B sẽ dùng thuật toán giải mã của mình để thu được (*x*, (*x*)), sau đó dùng thuật toán kiểm thử chữ ký công khai của A để xác nhận chữ ký (*x*) đúng là của A trên *x*.

Ví dụ :

ALICE : Người gửi tin

ps= 23, qs = 29, a= 127, b= ?

Bản tin : BINH=

BOB: p=19, q=37, e= 149, d= ?

Hệ mật 1. ALICE

n = 29\*37, a1 =467, tính b1 = 395

Hệ mật 2. BOB

n = 23\*43, a2 = 583, tính b2 = 835

**Bước 1.** ALICE mã hóa bản tin x = 20 bằng khóa công khai (n2, b2) của BOB và ký trên x bằng khóa bí mật ( n1, a1) và gửi cho đối tác:

Bản mã : xb2modn2 =

Chữ ký : xa1modn1 =

**Bước 2.** BOB sau nhận được bản mã và chữ ký của ALICE thì tiến hành giải mã và xác thực chữ ký.

Bài tập

Các số nguyên tố p, q gồm 4 chữ số, e gồm 7 chữ số, x = 5 chữ cái đầu của tên ghép với họ.

Bài tập

Hai bạn nhóm thành A và B, gửi bản tin x = Họ, đệm và tên của sv với hàm băm h(x) = x.

Bước 1. Công bố cho đối tác khóa công khai của hệ mật RSA của mình.

Bước 2. Dùng khóa công khai của đối tác B để mã hóa bản tin x.

Bước 3. Dùng khóa bí mật của hệ mật RSA của mình để ký trên bản tin x và lấy h(x) = x.

Bước 4. Kiểm thử chữ ký của A xem có đúng không.

Bước 5. Kết luận